
KEYMER HASLAM & CO / MAXWELL GUMBLETON & CO 
 
STANDARD TERMS AND CONDITIONS 
 
1 Applicable law 
 
1.1 Our engagement letter shall be governed by, and construed in accordance with, English law.  The Courts 

of England shall have exclusive jurisdiction in relation to any claim, dispute or difference concerning the 
engagement letter (including the firm’s terms of business) and any matter arising from it.  Each party 
irrevocably waives any right it may have to object to an action being brought in those Courts, to claim that 
the action has been brought in an inconvenient forum, or to claim that those Courts do not have 
jurisdiction. 

 
1.2 Persons who are not party to this agreement shall have no rights under the Contracts (Rights of Third 

Parties) Act 1999 to enforce any term of this agreement.  This clause does not affect any right or remedy 
of any person which exists or is available otherwise than pursuant to that Act. 

 
1.3 The advice we give you is for your sole use and is confidential to you and will not constitute advice for any 

third party to whom you may communicate it.  We will accept no responsibility to third parties for any 
aspect of our professional services or work that is made available to them. 

 
1.4 We will endeavour to record all advice on important matters in writing.  Advice given orally is not intended 

to be relied upon unless confirmed in writing.  Therefore, if we provide oral advice (for example in the 
course of a meeting or telephone conversation) and you wish to rely upon that advice, you must ask for the 
advice to be confirmed by us in writing. 

 
2 Quality of service 
 
2.1 We aim to provide you with a fully satisfactory service and your engagement partner will seek to ensure 

that this is so.  If, however, you are unable to deal with any difficulty through him and his team please 
contact any of the firm’s other partners.  We undertake to look into any complaint carefully and promptly 
and to do all we can to explain the position to you.  If we do not answer your complaint to your satisfaction, 
you may of course take up the matter with the Institute of Chartered Accountants in England and Wales 
(ICAEW). 

 
3 Client monies 
 
3.1 We may, from time to time, hold money on your behalf. Such money will be held in trust in a client bank 

account, which is segregated from the firm’s funds. The account will be operated, and all funds dealt with, 
in accordance with the Clients’ Money Regulations of the ICAEW. 

 
3.2 In order to avoid an excessive amount of administration, interest will only be paid to you where the amount 

of interest that would be earned on the balances held on your behalf in any calendar year exceeds £25. 
Any such interest would be calculated using the prevailing rate applied by Barclays Bank Plc for small 
deposits subject to the minimum period of notice for withdrawals.  Subject to any tax legislation, interest 
will be paid gross. 

 
3.3 If the total sum of money held on your behalf exceeds £10,000 for a period of more than 30 days, or such 

sum is likely to be held for more than 30 days, then the money will be placed in a separate interest-bearing 
client bank account designated to you. All interest earned on such money will be paid to you. Subject to 
any tax legislation, interest will be paid gross. 

 
3.4 We will return monies held on your behalf promptly as soon as there is no longer any reason to retain 

those funds. If any funds remain in our client account that are unclaimed and the client to which they relate 
has remained untraced for five years or we as a firm cease to practise, then we may pay those monies to a 
registered charity. 

 
4 Investment advice 
 
4.1 We are authorised to conduct Investment Business by the Financial Conduct Authority and any investment 

advice would need to be the subject of a separate engagement letter.  
 
4.2 We are not authorised to hold client money in connection with our designated investment business. 



 

 
5 Fees 
 
5.1 Our fees may depend not only on the time spent on your affairs by the partners and our staff and on the 

levels of skill and responsibility involved, but also the level of risk identified, and any advice provided.  
Unless otherwise agreed, our fees will be billed at appropriate intervals during the course of the year and 
will be due on presentation. 
 

5.2 We may indicate a fixed/indicative fee for the provision of specific services. We will not usually identify 
fixed fees for more than a year in advance as these may need to be revised in light of subsequent events.  
Where we estimate our fees for any specific work, this will not be binding unless this is clearly stated to 
you.   
 

5.3 If it is necessary to carry out work outside the responsibilities outlined in this letter it will involve additional 
fees. Accordingly, we would like to point out that it is in your interests to ensure that your records etc., are 
completed to the agreed stage. 

 
Our fees will exclude out of pocket expenses.  Out of pocket expenses (plus VAT (if applicable)) will be 
billed as incurred for reimbursement by you. 

 
5.4 Invoices are payable in full before the report is signed and the accounts are made available for filing. 

 
6 Retention of and access to records 
 
6.1 During the course of our work we will collect information from you and others acting on your behalf and will 

return any original documents to you following the preparation and audit of your accounts and returns.   
 
6.2 Whilst certain documents may legally belong to you, we intend to destroy correspondence and other 

papers that we store which are more than seven years old, other than documents which we consider to be 
of continuing significance. If you require retention of any document, you must notify us of that fact in 
writing. 

 
7 Electronic communication 
 
7.1 Unless you instruct us otherwise, we may, where appropriate, communicate with you and with third parties 

via email or by other electronic means. The recipient is responsible for virus checking emails and any 
attachments.  
 

7.2 With electronic communication there is a risk of non-receipt, delayed receipt, inadvertent misdirection or 
interception by third parties. We use virus-scanning software to reduce the risk of viruses and similar 
damaging items being transmitted through emails or electronic storage devices. However electronic 
communication is not totally secure, and we cannot be held responsible for damage or loss caused by 
viruses nor for communications which are corrupted or altered after despatch. Nor can we accept any 
liability for problems or accidental errors relating to this means of communication especially in relation to 
commercially sensitive material. These are risks you must agree to bear in return for greater efficiency and 
lower costs. If you do not wish to accept these risks, please let us know and we will communicate by paper 
mail, other than where electronic submission is mandatory.   

 
7.3 It is the responsibility of the recipient to carry out a virus check on any attachments received. 
 
8  Data Protection 
 

We are committed to ensuring the protection of the privacy and security of any personal data which we 
process. Your attention is drawn to clause 8 of the attached terms of business which details how we treat 
personal data received by us in the provision of our services during our engagement with you. By signing 
this letter, you confirm that you have read and understood clause 8 and any privacy notice referred to 
therein. 
 
 
 
 
 

 



 

8.1 In this clause (8): 
 

‘client personal data’ means any personal data provided to us by you, or on your behalf, for the purpose 
of providing our services to you, pursuant to our engagement letter with you; 
 
‘data protection legislation’ means all applicable privacy and data protection legislation and regulations 
including PECR, the GDPR and any applicable national laws, regulations and secondary legislation in 
the UK relating to the processing of personal data and the privacy of electronic communications, as 
amended, replaced or updated from time to time; 
 
‘controller’, ‘data subject’, ‘personal data’, ‘personal data breach’, ‘processor’, ‘process’ and ‘supervisory 
authority’ shall have the meanings given to them in the data protection legislation;  
 
‘GDPR’ means the General Data Protection Regulation ((EU) 2016/679); and  
 
‘PECR’ means the Privacy and Electronic Communications (EC Directive) Regulations 2003 (SI 
2426/2003). 

 
8.2 We shall both comply with all applicable requirements of the data protection legislation. This clause 8 is 

in addition to, and does not relieve, remove or replace, either of our obligations under the data protection 
legislation. 

 
8.3 We both acknowledge that for the purposes of the data protection legislation, you are the data controller, 

and we are the data processor. Schedule 8A sets out the scope, nature and purpose of processing by 
us, the duration of the processing and the types of personal data and categories of data subject. 

 
8.4  In respect of the client personal data, unless otherwise required by applicable laws or other regulatory 

requirements, we shall: 
 

a. process the client personal data only in accordance with your lawful written instructions, in order to 
provide you with the services pursuant to our engagement with you and in accordance with 
applicable data protection legislation;  

 
b. disclose and transfer the client personal data to our regulatory bodies or other third parties (for 

example, our professional advisors or service providers) as and to the extent necessary in order to 
provide you with the services pursuant to our engagement with you in relation to those services; 

 
c. disclose the client personal data to courts, government agencies and other third parties as and to the 

extent required by law;  
 
d. maintain written records of our processing activities performed on your behalf which shall include: (i) 

the categories of processing activities performed; (ii) details of any on cross border data transfers 
outside of the European Economic Area (EEA); and (iii) a general description of security measures 
implemented in respect of the client personal data; 

 
e. maintain commercially reasonable and appropriate security measures, including administrative, 

physical and technical safeguards, to protect against unauthorised or unlawful processing of any 
client personal data and against accidental loss or destruction of, or damage to, such client personal 
data. 
 

f. return or delete all the client personal data upon the termination of the engagement with you 
pursuant to which we agreed to provide the services;  

 
g. ensure that only those personnel who need to have access to the client personal data are granted 

access to it and that all of the personnel authorised to process the client personal data are bound by 
a duty of confidentiality;  

 
h. notify you if we appoint a sub-processor (but only if you have given us your prior written consent, 

such consent not to be reasonably withheld or delayed) and ensure any agreement entered into with 
the relevant sub-processor includes similar terms as the terms set out in this clause (8);  

 
i. where we transfer the client personal data to a country or territory outside the EEA to do so in 

accordance with data protection legislation;  



 

 
 
 
 

 
j. notify you promptly if: 

 
i. we receive a request, complaint or any adverse correspondence from or on behalf of a 

relevant data subject, to exercise their data subject rights under the data protection 
legislation or in respect of the client personal data; or 

 
ii. we are served with an information or assessment notice, or receive any other material 

communication in respect of our processing of the client personal data from a supervisory 
body (for example, the Information Commissioner’s Officer); 

 
k. notify you, without undue delay, in the event that we reasonably believe that there has been a 

personal data breach in respect of the client personal data; 
 
l. at your cost and upon receipt of your prior written notice, allow you, on an annual basis and/or in the 

event that we notify you of personal data breach in respect of the client personal data, reasonable 
access to the relevant records, files, computer or other communication systems, for the purposes of 
reviewing our compliance with the data protection laws. 

  
8.5 Without prejudice to the generality of clause 8.2, you will ensure that you have all necessary appropriate 

consents and notices in place to enable the lawful transfer of the client personal data to us. 
 
8.6 Should you require any further details regarding our treatment of personal data, please contact our data 

protection officer. 
 
SCHEDULE 8A 
 
Schedule 8A includes certain details of the Processing of Customer Personal Data as required by Article 28(3) of 
the GDPR.  
 
1 Subject matter and duration of the processing of client personal data 
 

The subject matter and duration of the processing of the client personal data are set out in our 
engagement letter. 

 
2 The nature and purpose of the processing of client personal data 
 

We will process the information you provide to us and that which we obtain from other sources 
necessary for the completion of your personal tax return. 

 
3 The types of client personal data to be processed. 
 

Personal Data is all information relevant to the correct completion of your personal tax return such as 
your name, date of birth, nationality, address, income details and allowances claimed relevant to the tax 
year for the return. 
 

4 Your obligations and rights  
 

Your obligations and rights are set out in our engagement letter. 
 
 
9 Confidentiality 
 
9.1 Where you give us confidential information, we confirm that we shall at all times keep it confidential, other 

than as required by law, by our insurers, or as provided for in regulatory (including external peer reviews), 
ethical or other professional statements relevant to our engagement. 

 
9.2 We may subcontract our work to other professionals within the sector.  Any subcontractors are also bound 

by our client confidentiality terms. 



 

 
10 External review 
 
10.1 As part of our on-going commitment to providing a quality service, our files are periodically reviewed by an 

independent regulatory or quality control body. These reviewers are highly experienced and professional 
people and, of course, are bound by the same rules for confidentiality as us. 

 
11 Professional rules and practice guidelines 
 
11.1 We will observe and act in accordance with the bye-laws, regulations and Code of Ethics of the ICAEW 

and accept instructions to act for you on this basis. In particular you give us the authority to correct errors 
made by HMRC where we become aware of them. We will not be liable for any loss, damage or cost 
arising from our compliance with statutory or regulatory obligations. You can see copies of these 
requirements in our offices. The requirements are also available on the internet at 
www.icaew.com/regulations.  

 
12 Conflicts of interest 
 
12.1 We reserve the right during our engagement with you to deliver services to other clients whose interests 

might compete with yours or are or may be adverse to yours.  Subject to our confidentiality clause we 
confirm that we will notify you immediately should we become aware of any conflict of interest involving us 
and affecting the company. 

 
12.2 If a conflict of interest should arise, either between two or more of our clients, or in the provision of multiple 

services to a single client, we will take such steps as are necessary to deal with the conflict. In resolving 
the conflict, we would be guided by our Code of Ethics (ICAEW). 

 
13 The Provision of Services Regulations 2009 

 
13.1 Our professional indemnity insurer is AXIS Specialty Europe SE, 52 Lime Street, London, EC3M 7AF. The 

territorial coverage is worldwide excluding professional business carried out from an office in the United 
States of America or Canada and excludes any action for a claim brought in any court in the United States 
or Canada. 

 
14 Proceeds of Crime Act 2002 and Money Laundering Regulations 2007 
 

14.1 In common with all accountancy and legal practices, we are required by the Proceeds of Crime Act 2002 
and the Money Laundering Regulations 2007 to: 

 
 have due diligence procedures for the identification of all clients; 
 maintain appropriate records of evidence to support customer due diligence; and 
 report in accordance with the relevant legislation and regulations. 

 
15 Limitation of Liability 
 
15.1 We will provide our services with reasonable care and skill. Our liability to you is limited to losses, 

damages, costs and expenses caused by our negligence or willful default. 
 

Exclusion of liability for loss caused by others. 
We will not be liable if such losses, penalties, surcharges, interest or additional tax liabilities are caused by 
the acts or omissions of any other person or due to the provision to us of incomplete, misleading or false 
information or if they are caused by a failure to act on our advice or a failure to provide us with relevant 
information. 

 
 

Exclusion of liability in relation to circumstances beyond our control 
We will not be liable to you for any delay or failure to perform our obligations under this engagement letter 
if the delay or failure is caused by circumstances outside our reasonable control. 

 
Exclusion of liability relating to the discovery of fraud etc 
We will not be responsible or liable for any loss, damage or expense incurred or sustained if information 
material to the service we are providing is withheld or concealed from us or misrepresented to us. This 
applies equally to fraudulent acts, misrepresentation or willful default on the part of any party to the 



 

transaction and their directors, officers, employees, agents or advisers. 
 

This exclusion shall not apply where misrepresentation, withholding or concealment is or should (in 
carrying out the procedures which we have agreed to perform with reasonable care and skill) have been 
evident to us without further enquiry beyond that which it would have been reasonable for us to have 
carried out in the circumstances. 

 
Indemnity for unauthorised disclosure 
You agree to indemnify us and our agents in respect of any claim (including any claim for negligence) 
arising out of any unauthorised disclosure by you or by any person for whom you are responsible of our 
advice and opinions, whether in writing or otherwise. This indemnity will extend to the cost of defending 
any claim, including the payment at our usual rates for the time that we spend in defending it. 

 
Limitation of aggregate liability 
Where the engagement letter specifies an aggregate limit of liability, then that sum shall be the maximum 
aggregate liability of this firm, its partners, agents and employees to all persons to whom the engagement 
letter is addressed and also any other person that we have agreed with you may rely on our work. By 
signing the engagement letter, you agree that you have given proper consideration to this limit and accept 
that it is reasonable in all the circumstances. If you do not wish to accept it, you should contact us to 
discuss it before signing the engagement letter. 
 
You have agreed that you will not bring any claim of a kind that is included within the subject of the limit 
against any of our partners, consultants or employees on a personal basis. 

 
16 Limitation of Third Party Rights 
 
16.1 The advice and information we provide to you as part of our service is for your sole use and not for any 

third party to whom you may communicate it unless we have expressly agreed in the engagement letter 
that a specified third party may rely on our work. We accept no responsibility to third parties, including any 
group company to whom the engagement letter is not addressed, for any advice, information or material 
produced as part of our work for you, which you make available to them. A party to this agreement is the 
only person who has the right to enforce any of its terms and no rights or benefits are conferred on any 
third party under the Contracts (Rights of Third Parties) Act 1999. 

 
17  Lien 
 
17.1 Insofar as we are permitted to do so by law or professional guidelines, we reserve the right to exercise a 

lien over all funds, documents and records in our possession relating to all engagements for you until all 
outstanding fees and disbursements are paid in full. 

 
18  Commissions and other benefits 
 
18.1 In some circumstances we may receive commissions or other benefits for introductions to other 

professionals or in respect of transactions which we arrange for you. Where this happens, we will notify 
you in writing of the amount and terms of payment and receipt of any such commissions or benefits. The 
same will apply where the payment is made to, or the transactions are arranged by a person or business 
connected with ours. The fees you would otherwise pay will not be reduced by the amount of the 
commissions or benefits. When we reduce the fees that we would otherwise charge by the amount of 
commission retained, we will apply the HMRC concession which allows VAT to be calculated on the net 
fee after deduction of the commission. 

 
19  Disengagement 
 
19.1 Should we resign or be requested to resign we will normally issue a disengagement letter to ensure that 

our respective responsibilities are clear. 
 
19.2 Should we have no contact with you for a period of two years or more we may issue to your last known 

address a disengagement letter and thereafter cease to act.  
 
20  Implementation 
 
20.1 We will only assist with implementation of our advice if specifically instructed and agreed in writing. 
 



 

21  Intellectual property rights 
 
21.1 We will retain all copyright in any document prepared by us during the course of carrying out the 

engagement save where the law specifically provides otherwise.  
 
22.  Interpretation 
 
22.1 If any provision of this engagement letter or enclosed schedules is held to be void, then that provision will 

be deemed not to form part of this contract and the remainder of this agreement shall be interpreted as if 
such provision had never been inserted.  

 
22.2 In the event of any conflict between these terms of business and the engagement letter or appendices, the 

relevant provision in the engagement letter or schedules will take precedence.  
 
23  Reliance on advice 
 
23.1 We will endeavour to record all advice on important matters in writing, Advice given orally is not intended 

to be relied upon unless confirmed in writing, Therefore, if we provide oral advice (for example during the 
course of a meeting or a telephone conversation) and you wish to be able to rely on that advice, you must 
ask for the advice to be confirmed by us in writing. 

 
24  Period of engagement and termination 
 
24.1 Unless otherwise agreed in the engagement covering letter our work will begin when we receive your 

implicit or explicit acceptance of that letter. Except as stated in that letter we will not be responsible for 
periods before that date.  

 
24.2 Each of us may terminate this agreement by giving not less than 21 days’ notice in writing to the other 

party except where you fail to cooperate with us or we have reason to believe that you have provided us or 
HMRC with misleading information, in which case we may terminate this agreement immediately. 
Termination will be without prejudice to any rights that may have accrued to either of us prior to 
termination.   

   
24.3 In the event of termination of this contract, we will endeavour to agree with you the arrangements for the 

completion of work in progress at that time, unless we are required for legal or regulatory reasons to cease 
work immediately. In that event, we shall not be required to carry out further work and shall not be 
responsible or liable for any consequences arising from termination.  



 

PRIVACY NOTICE 
 
1 PURPOSE OF THIS NOTICE 
 
This notice describes how we collect and use personal data about you, in accordance with the General Data 
Protection Regulation (GDPR), the Data Protection Act 2018 and any other national implementing laws, 
regulations and secondary legislation, as amended or updated from time to time, in the UK (‘Data Protection 
Legislation’). 
 
Please read the following carefully to understand our practices regarding your personal data and how we will 
treat it.  
 
2 ABOUT US 
 
Keymer Haslam & Co, as your accountants and tax advisers, have our offices at 4/6 Church Road, Burgess Hill, 
West Sussex, RH15 9AE. 
 
Maxwell Gumbleton & Co, as your accountants and tax advisers, have our offices at 1 West Street, Lewes, BN7 
2NZ.  
 
For the purpose of the Data Protection Legislation and this notice, we are both the “data processor” and the ‘data 
controller’. This means that we are responsible for deciding how we hold and use personal data about you. We 
are required under the Data Protection Legislation to notify you of the information contained in this privacy 
notice. 
 
We have appointed a Data Protection Officer. Our Data Protection Officer is our Data Protection Point of Contact 
and is responsible for assisting with enquiries in relation to this privacy notice or our treatment of your personal 
data. Should you wish to contact our Data Protection Point of Contact you can do so using the contact details 
noted at paragraph 12 (Contact Us), below. 
 
3 HOW WE MAY COLLECT YOUR PERSONAL DATA 
 
We obtain personal data about you, for example, when:  
 

• you request a proposal from us in respect of the services we provide; 
• you contact us by email, telephone, post (or social media), (for example when you have a query about 

our services); or  
• from third parties and/or publicly available resources (for example, from your employer or from 

Companies House). 
 
4 THE KIND OF INFORMATION WE HOLD ABOUT YOU  
 
The information we hold about you may include the following: 
 

• your personal details (such as your name and/or address); 
• details of contact we have had with you in relation to the provision, or the proposed provision, of our 

services; 
• details of any services you have received from us; 
• our correspondence and communications with you; 
• information about any complaints and enquiries you make to us; 
• information from research, surveys, and marketing activities; 
• Information we receive from other sources, such as publicly available information or information provided 

by your employer 
 
5 HOW WE USE PERSONAL DATA WE HOLD ABOUT YOU 
 
We may process your personal data for purposes necessary for the performance of our contract with you and to 
comply with our legal obligations.  
 
We may process your personal data for the purposes necessary for the performance of our contract with our 
clients. This may include processing your personal data where you are an employee, subcontractor, supplier or 
customer of our client.  
 



 

PRIVACY NOTICE (cont) 
 
We may process your personal data for the purposes of our own legitimate interests provided that those interests 
do not override any of your own interests, rights and freedoms which require the protection of personal data.  
 
We may process your personal data for certain additional purposes with your consent, and in these limited 
circumstances where your consent is required for the processing of your personal data then you have the right to 
withdraw your consent to processing for such specific purposes. 
 
Please note that we may process your personal data for more than one lawful basis depending on the specific 
purpose for which we are using your data. 
 
Situations in which we will use your personal data. 
 
We may use your personal data in order to: 
 

• carry out our obligations arising from any agreements entered into between you and us (which will most 
usually be for the provision of our services); 

• provide you with information related to our services and our events and activities that you request from 
us or which we feel may interest you, provided you have consented to be contacted for such purposes; 

• notify you about any changes to our services. 
 
In some circumstances we may anonymise or pseudonymise the personal data so that it can no longer be 
associated with you, in which case we may use it without further notice to you. 
 
If you refuse to provide us with certain information when requested, we may not be able to perform the contract 
we have entered into with you. Alternatively, we may be unable to comply with our legal or regulatory obligations. 
 
We may also process your personal data without your knowledge or consent, in accordance with this notice, 
where we are legally required or permitted to do so. 
 
Data retention 
 
We will only retain your personal data for as long as is necessary to fulfil the purposes for which it is collected.  
 
When assessing what retention period is appropriate for your personal data, we take into consideration:  
 

• the requirements of our business and the services provided; 
• any statutory or legal obligations; 
• the purposes for which we originally collected the personal data; 
• the lawful grounds on which we based our processing; 
• the types of personal data we have collected; 
• the amount and categories of your personal data; and 
• whether the purpose of the processing could reasonably be fulfilled by other means. 

 
Change of purpose 
 
Where we need to use your personal data for another reason, other than for the purpose for which we collected 
it, we will only use your personal data where that reason is compatible with the original purpose.  
 
Should it be necessary to use your personal data for a new purpose, we will notify you and communicate the 
legal basis which allows us to do so before starting any new processing. 
 
6 DATA SHARING 
 
Why might you share my personal data with third parties? 
 
We will share your personal data with third parties where we are required by law, where it is necessary to 
administer the relationship between us or where we have another legitimate interest in doing so. 
 
 



 

PRIVACY NOTICE (cont) 
 
Which third-party service providers process my personal data? 
 
“Third parties” includes third-party service providers. The following activities are carried out by third-party service 
providers: IT and cloud services, professional advisory services, administration services, marketing services and 
banking services. 
 
All of our third-party service providers are required to take commercially reasonable and appropriate security 
measures to protect your personal data. We only permit our third-party service providers to process your 
personal data for specified purposes and in accordance with our instructions. 
 
What about other third parties? 
 
We may share your personal data with other third parties, for example in the context of the possible sale or 
restructuring of the business. We may also need to share your personal data with a regulator or to otherwise 
comply with the law. 
 
7 TRANSFERRING PERSONAL DATA OUTSIDE THE EUROPEAN ECONOMIC AREA (EEA) 
 
We will not transfer the personal data we collect about you outside of the EEA. 
 
8 DATA SECURITY 
 
We have put in place commercially reasonable and appropriate security measures to prevent your personal data 
from being accidentally lost, used or accessed in an unauthorised way, altered or disclosed. In addition, we limit 
access to your personal data to those employees, agents, contractors and other third parties who have a 
business need to know. They will only process your personal data on our instructions and they are subject to a 
duty of confidentiality. 
 
We have put in place procedures to deal with any suspected data security breach and will notify you and any 
applicable regulator of a suspected breach where we are legally required to do so. 
 
9 RIGHTS OF ACCESS, CORRECTION, ERASURE, AND RESTRICTION 
 
Your duty to inform us of changes. 
 
It is important that the personal data we hold about you is accurate and current. Should your personal 
information change, please notify us of any changes of which we need to be made aware by contacting us, using 
the contact details below.  
 
Your rights in connection with personal data 
 
Under certain circumstances, by law you have the right to: 
 

• Request access to your personal data. This enables you to receive details of the personal data we hold 
about you and to check that we are processing it lawfully. 

• Request correction of the personal data that we hold about you.  
• Request erasure of your personal data. This enables you to ask us to delete or remove personal data 

where there is no good reason for us continuing to process it. You also have the right to ask us to delete 
or remove your personal data where you have exercised your right to object to processing (see below). 

• Object to processing of your personal data where we are relying on a legitimate interest (or those of a 
third party) and there is something about your particular situation which makes you want to object to 
processing on this basis. You also have the right to object where we are processing your personal 
information for direct marketing purposes.  

• Request the restriction of processing of your personal data. This enables you to ask us to suspend the 
processing of personal data about you, for example if you want us to establish its accuracy or the reason 
for processing it. 

• Request the transfer of your personal data to you or another data controller if the processing is based on 
consent, carried out by automated means and this is technically feasible. 

 
If you want to exercise any of the above rights, please email our data protection point of contact Daniel Pettitt, 
(daniel@keymerhaslam.co.uk).  

mailto:daniel@keymerhaslam.co.uk


 

PRIVACY NOTICE (cont) 
 
You will not have to pay a fee to access your personal data (or to exercise any of the other rights). However, we 
may charge a reasonable fee if your request for access is clearly unfounded or excessive. Alternatively, we may 
refuse to comply with the request in such circumstances. 
 
We may need to request specific information from you to help us confirm your identity and ensure your right to 
access the information (or to exercise any of your other rights). This is another appropriate security measure to 
ensure that personal information is not disclosed to any person who has no right to receive it. 
 
10 RIGHT TO WITHDRAW CONSENT 
 
In the limited circumstances where you may have provided your consent to the collection, processing and 
transfer of your personal data for a specific purpose (for example, in relation to direct marketing that you have 
indicated you would like to receive from us), you have the right to withdraw your consent for that specific 
processing at any time. To withdraw your consent, please email our data protection point of contact, Daniel 
Pettitt, (daniel@keymerhaslam.co.uk). 
  
Once we have received notification that you have withdrawn your consent, we will no longer process your 
personal information (personal data) for the purpose or purposes you originally agreed to, unless we have 
another legitimate basis for doing so in law. 
 
11 CHANGES TO THIS NOTICE 
 
Any changes we may make to our privacy notice in the future will be updated on our website at: 
www.keymerhaslam.co.uk 
 
12 CONTACT US 
 
If you have any questions regarding this notice or if you would like to speak to us about the manner in which we 
process your personal data, please email our Data Protection Point of Contact Daniel Pettitt, 
(daniel@keymerhaslam.co.uk) or telephone our Data Protection Point of Contact, Daniel, on 01444 247871. 
 
You also have the right to make a complaint to the Information Commissioner's Office (ICO), the UK supervisory 
authority for data protection issues, at any time. The ICO’s contact details are as follows: 
 
Information Commissioner's Office 
Wycliffe House 
Water Lane 
Wilmslow 
Cheshire 
SK9 5AF 
 
Telephone - 0303 123 1113 (local rate) or 01625 545 745. 
 
Website - https://ico.org.uk/concerns 
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